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Řešení Acronis Cyber Protect je navrženo tak, aby zajišťovalo neproniknutelnou 

kybernetickou bezpečnost pro společnosti. Poskytuje snadno použitelnou, účinnou a 

spolehlivou kybernetickou ochranu pro všechna data a aplikace v lokálních i vzdálených 

systémech, v soukromých i veřejných cloudech a v mobilních zařízeních. Pomocí tohoto 

dokumentu si můžete vybrat konkrétní edici, která vyhovuje vašim obchodním potřebám a 

požadavkům na IT infrastrukturu. 

Přehled 
Acronis Cyber Protect je dostupný ve více edicích, aby lépe vyhovoval různorodým potřebám různých zákazníků: 

• Acronis Cyber Protect Essentials – Poskytuje nezbytnou kybernetickou ochranu za dostupnou cenu, aby malé a střední 

podniky s nižšími rozpočty na kybernetickou bezpečnost mohly chránit svá data. Obsahuje základní funkce zálohování na úrovni 

souborů a nezbytné prvky kybernetické ochrany, jako jsou antivirová a antimalwarová ochrana, hodnocení zranitelnosti, správa 

záplat a filtrování URL.   

• Acronis Cyber Protect Standard – Navrženo pro malé a střední podniky, které potřebují standardní funkce zálohování a 

vícevrstvou kybernetickou ochranu před jakoukoli hrozbou. Obsahuje komplexní ochranu dat a další funkce kybernetické 

bezpečnosti, jako jsou mapy ochrany dat, filtrování a kategorizace URL, nepřetržitá ochrana dat a hodnocení stavu pevného 

disku. 

• Acronis Cyber Protect Advanced – Určeno pro podniky využívající větší a složitější prostředí. Obsahuje pokročilé funkce 

zálohování a kybernetické bezpečnosti, jako jsou podpora dalších pracovních zátěží, sdílené plány ochrany, notarizace záloh, 

bezpečné obnovení ze záloh, skenování záloh na přítomnost malwaru, konfigurace ovládacího panelu a hodnocení stavu 

bezpečnosti. 

• Acronis Cyber Protect - Backup Advanced – Určeno pro podniky využívající větší prostředí s větším počtem uživatelů a 

složitější infrastrukturou. Obsahuje ochranu dat proti ransomwaru a cryptomining malwaru a pokročilé funkce zálohování, jako 

jsou správa skupin, sdílené plány ochrany, zpracování dat mimo hostitele, podpora pásek, deduplikace a přizpůsobitelný 

reporting. 

Produkty Acronis Cyber Protect představují první integraci zálohování a kybernetické bezpečnosti na trhu a poskytují našim 

zákazníkům přístup k pokročilým a jedinečným funkcím kybernetické ochrany. Tyto funkce jsou v tomto dokumentu označeny 

praporkem UNIKÁTNÍ FUNKCE 
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Essentials Standard Advanced Backup Advanced 

Standardní zálohovací funkce Souborové zálohování 
   

Pokročilé zálohovací funkce 
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Základní automatická detekce a 

vzdálená instalace agentů     

Posouzení zranitelnosti 
    

Funkce pro správu antimalwaru a 

bezpečnosti S omezením    

Pokročilé funkce antimalwaru a 

správy bezpečnosti     

 

Široký výběr podporovaných platforem 

Jediné řešení Acronis funguje na širokém výběru podporovaných prostředí, aby vyhovovalo různým potřebám zákazníků.
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Windows Workstation 
    

Windows Server 
    

Linux Server 
    

Mac 
    

iOS 
 * * * 

Android 
 * * * 

Zálohování VM z veřejných cloudů   
 s agenty (Azure, Google Cloud, AWS)     

Zálohování VM VMware vSphere 

s agenty i bez nich     

Zálohování VM Hyper-V s agenty i bez nich     

Zálohování VM Red Hat Virtualization s agenty     

Zálohování KVM s agenty     

Zálohování Citrix Hypervisor s agenty     

Zálohování Nutanix AHV s agenty     

Zálohování VM Oracle s agenty     

Zálohování Virtuozzo bez agentů     

* pouze cloudová funkce 

Kybernetická bezpečnost příští generace 
Acronis dodává kybernetické zabezpečení příští generace. Pro ochranu vašeho podniku nabízí full-stack antivirus  ochranu proti 

ransomwaru a malwaru, prevenci infekce, filtrování URL a mnohem více.  
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Funkce správy kybernetické ochrany 
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 Automatické zjišťování (strojů v síti 

a Active Directory)     

Hodnocení zranitelnosti (Windows, Linux, 

aplikace třetích stran pro Windows)     
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Hodnocení zranitelnost pro macOS 
    

Správa záplat 
    

Záplatování s ochranou proti selhání: zálohování 

koncových bodů před instalací UNIKÁTNÍ FUNKCE     
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Kybernetická ochrana desktopu 
    

Vzdálené vymazání zařízení 
    

Delegovaná kybernetická ochrana desktopu 
    

Rychlé, účinné a flexibilní zálohování 
Acronis splňuje regulatorní požadavky díky podpoře bezkonkurenční rozmanitosti možných zdrojů zálohování  

(včetně souborů, disků a mobilních zařízení) a typů úložiště (lokální, Acronis Cloud, veřejný cloud, páskové jednotky). 
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Zálohování na úrovni souboru 
    

Zálohování na úrovni disku 
    

Zálohování mobilních zařízení (iOS/Android) 
 * * * 

Zálohování ESXi konfigurace 
    

Zálohování NAS/sdílených složek 
     

Zálohování do lokálního úložiště 
    

Zálohování do Acronis Cloud Storage 
     

Zálohování do cloudu poskytovatele služeb     

Zálohování VM z veřejného cloudu s agenty: AWS 

EC2     

Zálohování VM z veřejného cloudu s agenty: Azure     

Zálohování Scale Computing HC3 VM s agenty i 

bez nich     

Zálohování do SFTP 
    

Softwarově definované úložiště od Acronis 
    

Cílení zálohování na základě skriptů 
   **  ** 

Páskové jednotky, autoloader, knihovny pásek, 

včetně správy médií    **  ** 

Deduplikace záloh 
S omezením  

(v archivu) 
S omezením  

(v archivu)   

* pouze cloudová funkce ** 

pouze on-prem funkce 

Místo zdarma  

na úložišti Acronis Cloud Storage 
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Workstation 5GB 50GB 50GB 50GB 

Server 5GB 250GB 250GB 250GB 

Windows Server Essentials   150GB   

Virtual Host  250GB 250GB 250GB 

Universal   250GB  

 

Podpora zálohování aplikací 
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Zálohování disku s nativní podporou aplikací (obnova 

dat ze zálohy disku)     
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Zálohování/obnova řadiče domény Active Directory     

Zálohování databází Microsoft Exchange  
(s nativní podporou aplikací na virtuálních strojích)     

Zálohování schránek Microsoft Exchange 
    

Obnova e-mailů a příloh Microsoft Exchange     

Zálohování klastrů Microsoft Exchange 
    

Zálohování databází Microsoft SQL Server  
(s nativní podporou aplikací na virtuálních strojích)     

Zálohování klastrů Microsoft SQL Server 
    

Obnova objektů Microsoft SharePoint 
    

Zálohování/obnova celých stránek Microsoft 

SharePoint     

Zálohování Oracle DBMS 
    

Zálohování SAP HANA 
    

Zálohování Microsoft 365 Mail 
    

Zálohování Microsoft 365 SharePoint Online 
   * 

Zálohování Microsoft 365 OneDrive 
   * 

Zálohování Microsoft 365 Teams 
   * 

Zálohování G-Suite 
   * 

* pouze cloudová funkce 

Rozmanitost možností zálohování 
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Šifrování archivu 
    

Přírůstkové/rozdílové zálohování 
    

Zálohovací okno (omezení provozu) 
    

Zálohování do více destinací (replikace záloh)     
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Komprese archivu 
    

Plánování zálohování optimalizované pro notebooky 
    

Nasazení počáteční zálohy do cloudu 
    

Validace záloh (kontrolní součty) 
    

Zásady retence 
    

Notarizace záloh 
    

Rychlá obnova 
Acronis zajišťuje kontinuitu podnikání prostřednictvím široké škály metod obnovy, včetně obnovy na holé železo, migrace 

odkudkoli kamkoli a přírůstkové obnovy. 
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Essentials Standard Advanced Backup Advanced 

Obnova přes web     

Obnova na holé železo  (BMR - Bare-metal recovery)     

BMR na odlišný hardware (Universal restore), P2V, 

V2P, P2P, V2V     

Přírůstková obnova     

Vyhledávání souborů napříč archivy    * * 

Automatizace boot médií   (obnova 

na jedno kliknutí)   * * 

Acronis Startup Recovery manager      

Acronis Disaster Recovery Add-on  ** ** ** 

* pouze on-prem funkce  

** pouze cloudová funkce 

Podporované možnosti virtualizace 
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Essentials Standard Advanced 

Backup 

Advanced 

Spuštění virtuálního stroje (VM) ze zálohy 
    

Replikace VM s funkcí failover a failback (VMware) 
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Essentials Standard Advanced Backup Advanced 
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Finalizace bez prostojů na produkčním úložišti s 

funkcí Run VM (VMware a Hyper-V)     

Obnova souborů/složek ze zálohy VM 
    

Virtuální zálohování s nativní podporou aplikací 

(možnost obnovení dat ze zálohy VM)     

Podpora Changed block tracking (CBT) (VMware 

and Hyper-V)     

Podpora snapshotů úložiště NetApp SAN pro 

zálohování VMware   * * 

Vynětí disků/svazků ze zálohování VM bez 

agentů     

Vynětí souborů ze zálohování VM bez 

agentů     

* pouze on-premises 

Intuitivní, škálovatelná správa a monitoring 
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Správa skupin 
    

Sdílené plány ochrany 
    

Centralizovaná správa plánů 
    

Správa dat mimo hostitele (oddělené plány pro 

replikaci/validaci/čištění/konverzi na VM)   * * 

Binding virtuálních strojů VMware     

Hromadné aktualizace agentů     

Předdefinované uživatelské role: admin a uživatel     

Předdefinovaná uživatelská povolení: 

pouze pro čtení a kybernetický operátor     

Provisioning a správa uživatelů skrze integraci 

Active Directory     

Řízení několika poboček (nastavení kvót, delegování 

správy atd.)
      

* pouze on-premises 
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Podpora lokálních a cloudových IDPS (SCIM) 
    

Vzdálené ovládání boot médií 
  * * 

Konfigurace dashboardu 
    

Reporty 
    

E-mailová upozornění 
    

Plánování e-mailových upozornění 
    

* pouze on-premises 

Licencování 
Všechny edice Acronis Cyber Protect jsou licencovány podle počtu chráněných pracovních zátěží a jejich typu  

(pracovní stanice, server, virtuální hostitel). Licence na základě předplatného zahrnují také bezplatné místo (5-250 GB) v 

cloudovém úložišti hostovaném společností Acronis (objem v závislosti na chráněné pracovní zátěži). 
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Licence formou předplatného     

Místo v úložišti zdarma (zahrnuto 

v předplatném) 
Workstation – 5GB 

Server – 5GB 

Workstation - 
50GB 

Server – 250GB 
Server Essentials –  

150GB 
Virtual host – 250GB 

Workstation - 50GB 
Server - 250GB 

Virtual host - 250GB 

Universal -250GB 

Workstation – 50GB 
Server – 250GB 

Virtual host – 250GB 

 


